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OEIS Data Request 9.16

Regarding changes in Maturity Survey responses between 2023 and 2024 surveys – Section 6.3 Public Emergency Communication Strategy

(a) In its 2023 survey responses to question 6.3.1 Q3, PacifiCorp responded “Yes” for 2024, 2025, and 2026. In its 2024 responses to the same question, PacifiCorp responded “No.”
i. Explain why PacifiCorp changed each of its responses to this question from “Yes” in the 2023 survey to “No” in the 2024 survey.

(b) In its 2023 survey responses to question 6.3.4 Q6, PacifiCorp responded “Yes” for 2025 and 2026. In its 2024 responses to the same question, PacifiCorp responded “No.”

i. Explain why PacifiCorp changed each of its responses to this question from “Yes” in the 2023 survey to “No” in the 2024 survey.

(c) In its 2023 survey responses to question 6.3.4 Q14, PacifiCorp responded “Yes” for 2025 and 2026. In its 2024 responses to the same question, PacifiCorp responded “No.”

i. Explain why PacifiCorp changed each of its responses to this question from “Yes” in the 2023 survey to “No” in the 2024 survey.

(d) In its 2023 survey responses to question 6.3.4 Q16, PacifiCorp responded “Yes” for 2025 and 2026. In its 2024 responses to the same question, PacifiCorp responded “No.”

i. Explain why PacifiCorp changed each of its responses to this question from “Yes” in the 2023 survey to “No” in the 2024 survey.

Response to OEIS Data Request 9.16

(a) PacifiCorp has internal weather forecasting information available to all partners at all times and shares event specific information, but it is not “automated” as the question asks.

(b) PacifiCorp does not provide support services within one hour of all wildfire detection in all areas of the service territory, as there is often not a need. PacifiCorp works with the local public safety partners to determine actual support needs and locations for those needs. PacifiCorp cannot not answer “Yes” due to the differing nature of a wildfire detection and public safety power shutoff (PSPS) event that could potentially impact customers.

(c) PacifiCorp shares general public information on progress but does not plan to share detailed operational practices such as the location of staff currently or in the future for safety reasons.

(d) PacifiCorp does not currently or plan to in the future to share cyberattack information at any point in time, including during wildfires or PSPS events.




Despite PacifiCorp's diligent efforts, certain information protected from disclosure by the attorney-client privilege or other applicable privileges or law may have been included in its responses to these data requests.  PacifiCorp did not intend to waive any applicable privileges or rights by the inadvertent disclosure of protected information, and PacifiCorp reserves its right to request the return or destruction of any privileged or protected materials that may have been inadvertently disclosed.  Please inform PacifiCorp immediately if you become aware of any inadvertently disclosed information.   
